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1. Objeto

Esta Norma de Uso e Tratamento de Dados (“Norma”) da IRB Asset Management
(“Companhia”) reflete as regras, principios e valores que devem orientar as atitudes,
comportamentos e tomada de decisdes de todos os colaboradores da Companhia, fazendo com
que nossas agdes sejam exemplo de boas praticas e de respeito a legislagdo de protecéo de
dados pessoais e outras informagdes confidenciais.

Nesse sentido, a norma tem como objetivo incorporar as praticas internas da Companhia, a
protecdo da privacidade, bem como a conscientizacido e permanente atualizacdo de seus
Colaboradores e de Terceiros Contratados. Assim, a Norma deve ser lida e interpretada em
conjunto com as demais normas internas da Companhia e deve ser utilizada como mecanismo
de consulta em caso de duvida a respeito de condutas comerciais, contatos com concorrentes,
fornecedores e autoridades governamentais.

2. Abrangéncia

A Norma abrange todos os colaboradores da Companhia, constituindo compromisso individual
e coletivo de todos e de cada um deles cumpri-la € promover seu cumprimento, em todas as
acdes da Companhia e nas suas relagdes com todas as partes interessadas.

Os colaboradores da Companhia tomardo conhecimento formal desta norma, que sera
amplamente divulgada. O descumprimento das regras, principios € compromissos expressos
nesta norma podera implicar na ado¢gdo de medidas disciplinares, segundo as normas da
Companhia.

3. Conceitos e Definigoes

Para os propdésitos da norma, os termos listados abaixo tém os seguintes significados, e podem
ser utilizados independentemente de género ou quantidade, conforme o caso:

Autoridade Publica: Todo 6rgao, departamento ou entidade da administragao direta, indireta
ou fundacional de qualquer dos Poderes da Unido, dos Estados, do Distrito Federal, dos
Municipios, de Territdrio, autoridades policiais, Ministério Publico e Poder Judiciario, pessoa
juridica incorporada ao patriménio publico ou entidade para cuja criagdo ou custeio o erario
haja concorrido ou concorra com mais de cinquenta por cento do patriménio ou da receita anual;
bem como os 6rgaos, entidades estatais ou representagcdes diplomaticas de pais estrangeiro,
assim como 6rgaos, entidades e pessoas juridicas controladas, direta ou indiretamente, pelo
poder publico de pais estrangeiro ou organizagdes publicas internacionais, inclusive fundos
soberanos ou uma entidade cuja propriedade é um fundo soberano.

Colaborador: Todos os membros da administragdo, executivos, ocupantes de funcoes
gerenciais, empregados e estagiarios da Companhia.
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Dados Anonimizados: Dados Pessoais relativos a um titular que ndo possa ser identificado,
considerando a utilizagdo de meios técnicos razoaveis e disponiveis na ocasido de seu
tratamento.

Dados Pseudonimizados: Dados que deixem de ser atribuidos a um titular de dados
especificos sem recorrer a informagdes suplementares (mantidas separadamente e sujeitas a
medidas técnicas e organizativas), que nao possam ser atribuidos a uma pessoa singular
identificada ou identificavel.

Dado Pessoal: Informacao relacionada a pessoa natural identificada ou identificavel, inclusive
de colaboradores, terceiros contratados (que sejam pessoas fisicas) ou representantes legais,
procuradores, soécios, administradores, empregados de terceiros contratados (que sejam
pessoas juridicas);

Dados Pessoais Sensiveis: Dados Pessoais que versem sobre a origem racial ou étnica,
convicgao religiosa, opinidao politica, filiagdo a sindicato ou a organizacao de carater religioso,
filoséfico ou politico, dado referente a saude ou a vida sexual, dado genético ou biométrico,
quando vinculados a uma pessoa natural.

Encarregado de Dados Pessoais: pessoa natural ou juridica indicada pela Companhia para
monitorar a conformidade da prote¢do de dados e atuar como canal de comunicagao entre o
controlador, os titulares dos dados e a ANPD.

Operador de Dados Pessoais: a pessoa natural ou juridica, de direito publico ou privado, que
realiza o Tratamento de Dados Pessoais e Dados Pessoais em nome da Companhia, na
posicao de Controlador;

Recursos de Computagcdo e Comunicagdo: Computadores, sistemas de comunicacio
(incluindo telefone fixo e celular, e-mail, conferéncia de video, mensagens instantédneas e
acesso a internet, incluindo acesso remoto) e tecnologia (incluindo hardware, software e outros
sistemas de informacgéo) que sio providos pela Companhia para o uso de seus colaboradores
e, eventualmente, Terceiros Contratados.

Terceiro Contratado: toda pessoa fisica ou juridica que n&o integre o quadro de colaboradores
da companhia nem pertenga ao seu grupo empresarial, mas que seja formalmente contratada
para auxiliar o desempenho de suas atividades. Incluem-se nessa definicdo parceiros,
representantes, fornecedores, consultores, prestadores de servicos em geral, subcontratados,
organizagoes da sociedade civil (ONGs), entre outros.

Tratamento: toda operagao realizada com Dados Pessoais e Dados Pessoais Sensiveis, como
as que se referem a coleta, produgéo, recepc¢ao, classificagao, utilizacao, acesso, reproducao,
transmissao, distribuigdo, processamento, arquivamento, armazenamento, eliminagao,
avaliagdo ou controle da informagao, modificagdo, comunicagao, transferéncia, difusdo ou
extragao.

Violagdo de Dados: qualquer incidente, independentemente da natureza ou causa, que
conduz a ou possibilita a destruicdo acidental ou ilegal, perda, alteracdo, divulgacdo nao
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autorizada ou acesso a Dados Pessoais transmitidos, armazenados ou tratados de outro modo
pela Companhia ou por qualquer Terceiro Contratado em nome da Companhia.

4. Regras Gerais

E desejavel que todos os colaboradores e terceiros tenham conhecimento desta norma,
quando o servigo envolver tratamento de dados pessoais em nome da companhia.

Os colaboradores atestam a ciéncia e adesado acerca dos procedimentos definidos pela
presente Norma mediante assinatura de termo préprio, sendo submetidos anualmente ao
Programa de Treinamento adotado pela Companhia a fim de que sejam orientados sobre as
rotinas a serem observadas no desempenho dos processos descritos nesta Norma.

Os contratos com Terceiros Contratados, quando envolver Tratamento de Dado Pessoal e
Dado Pessoal Sensivel, deverao conter clausula contratual especifica na qual o Terceiro
Contratado se compromete a tomar conhecimento e respeitar esta Norma, e assume a
responsabilidade de que qualquer subcontratado faca o mesmo.

A Companhia coletara Termo de Confidencialidade de quaisquer terceiros contratados que
tiverem acesso as informacdes confidenciais a respeito da Companhia, seus colaboradores,
fundos sob gestédo e investidores, salvo se este compromisso ja tiver sido firmado entre as
partes mediante a assinatura do correspondente Contrato de Prestagédo de Servigos.

Uma versao atualizada desta Norma estara disponivel na Intranet Corporativa, e quaisquer
alteragdes substanciais a ela serdo comunicadas por qualquer meio disponivel. A fim de cumprir
0 seu objetivo, esta Norma sera revisada no minimo a cada 2 (dois) anos.

Todos os Dados Pessoais ou Dados Pessoais Sensiveis sdo informagdes confidenciais e
devem ser tratados como tal para os fins desta Norma e demais manuais e politicas internas
adotadas pela Companhia.

As atividades de Tratamento de Dados Pessoais e Dados Pessoais Sensiveis deverdo observar
a boa-fé e os seguintes principios:

(i) finalidade: realizagdo do tratamento para propdsitos legitimos, especificos, explicitos e
informados ao titular, sem possibilidade de tratamento posterior de forma incompativel com
essas finalidades;

(i) adequacao: compatibilidade do tratamento com as finalidades informadas ao titular, de
acordo com o contexto do tratamento;

(i) necessidade: limitacdo do tratamento ao minimo necessario para a realizagado de suas
finalidades, com abrangéncia dos dados pertinentes, proporcionais € nao excessivos em
relagado as finalidades do tratamento de dados;
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(iv) livre acesso: garantia, aos titulares, de consulta facilitada e gratuita sobre a forma e a
duracéo do tratamento, bem como sobre a integralidade de seus Dados Pessoais;

(v) qualidade dos dados: garantia, aos titulares, de exatidao, clareza, relevancia e
atualizacdo dos dados, de acordo com a necessidade e para o cumprimento da finalidade de
seu tratamento;

(vi) transparéncia: garantia, aos titulares, de informacdes claras, precisas e facilmente
acessiveis sobre a realizacdo do tratamento e os respectivos agentes de tratamento,
observados os segredos comercial e industrial;

(vii) seguranca: utilizacdo de medidas técnicas e administrativas aptas a proteger os Dados
Pessoais de acessos nao autorizados e de situagdes acidentais ou ilicitas de destruicao, perda,
alteragdo, comunicacao ou difusao;

(viii) prevencdo: adocao de medidas para prevenir a ocorréncia de danos em virtude do
tratamento de Dados Pessoais;

(ix) n&o discriminagéo: impossibilidade de realizagao do tratamento para fins discriminatérios
ilicitos ou abusivos;

(x) responsabilizagao e prestagao de contas: demonstragao, pela Companhia, da adogéo de
medidas eficazes e capazes de comprovar a observancia e o cumprimento das normas de
protecao de Dados Pessoais e, inclusive, da eficacia dessas medidas.

5. Regras especificas sobre Tratamento de Dados Pessoais e Dados Pessoais
Sensiveis

Companhia é comprometida com a preservacao da intimidade, privacidade e imagem da
pessoa. Dessa forma, todos os Terceiros Contratados e Colaboradores devem tomar todos os
cuidados previstos nesta Norma ou ditados pelas melhores praticas de mercado quando
coletarem, usarem, visualizarem, tratarem, transferirem, anonimizarem ou de qualquer forma
processarem Dados Pessoais. Sempre que possivel, tendo em vista a finalidade do
Tratamento, os Dados Pessoais deverdo ser convertidos em Dados Anonimizados pelos
Operadores de Dados Pessoais, com expressa autorizagcao da Companhia.

A Companhia nomeara um Colaborador ou um Terceiro Contratado como Encarregado de
Dados Pessoais, que sera responsavel por fiscalizar e orientar os Colaboradores sobre o
cumprimento das disposi¢cdes aqui presentes sobre Tratamento de Dados Pessoais, e atuara
como canal de comunicagdo entre a Companhia, os titulares de Dados Pessoais e as
Autoridades Publicas competentes. As informagbes para contato do encarregado estarao
disponiveis no site da Companhia.

Os Colaboradores e os Terceiros contratados entendem e concordam que a Companhia podera
coletar, utilizar, processar, armazenar e transferir para terceiros, dentro e fora do pais, seus
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Dados Pessoais e Dados Pessoais Sensiveis, apenas na medida em que seja estritamente
necessario para o gerenciamento de Colaboradores, Terceiros Contratados, para a consecugao
dos contratos com Terceiros Contratados e dos contratos de trabalho com os Colaboradores,
bem como para fins de cumprimento de obrigagao legal ou regulatéria pela Companhia. Como
consequéncia desta transferéncia, terceiros contratados podem ter acesso a essas
informacdes, especificamente gerenciadores de bancos de dados, empresas que controlam
software acessados pela Companhia na modalidade “Software como um servico” (Saas),
empresas responsaveis por auditorias e Autoridades Publicas que requerem ou que precisem
receber tais informacgdes, nos termos da lei.

Qualquer transferéncia de Dados Pessoais e Dados Pessoais Sensiveis para terceiros devera
se limitar ao estritamente necessario para cumprir com obrigag¢des legais ou para possibilitar
execucgdes dos contratos celebrados com os titulares desses dados. Dados desnecessarios
para tanto nao serao transferidos.

A Companhia devera manter todos os Dados Pessoais e Dados Pessoais Sensiveis alocados
de maneira segura e com acesso restrito, de acordo com suas necessidades gerenciais.
Ademais, mantera backup dos dados, cabendo as decisdes negociais acerca deste backup a
seu exclusivo critério.

A Companhia devera também manter um canal adequado para que os titulares dos Dados
Pessoais e Dados Pessoais Sensiveis possam requerer informagdes sobre o Tratamento de
seus Dados Pessoais, além de poderem também atualizar informagdes e retifica-las quando
incorretas ou necessarias. Os titulares também poderao solicitar cancelamento ou transferéncia
de seus Dados Pessoais, e essa solicitagao sera avaliada pelo Encarregado de Dados Pessoais
considerando a legislagdo aplicavel e a possibilidade técnica de cumprimento da solicitagdo.

O Tratamento de Dados Pessoais em desacordo com esta Norma podera levar a sancgoes
disciplinares, podendo causar a resilicido de contratos de trabalho ou de prestacéo de servicos.

a) Tratamento de Dados Pessoais e Dados Pessoais Sensiveis

A coleta de dados pessoais devera sempre se dar apenas na medida necessaria para a
consecucao de contratos e para a preservacgao de relagdes comerciais e trabalhistas, e devera
respeitar as regras impostas pela companhia e pela legislacéo aplicavel.

Qualquer dado pessoal desnecessario para as finalidades da coleta devera ser deletado ou
destruido. Qualquer dado pessoal que nao for mais necessario (seja pelo fim de um contrato
ou por sua obsolescéncia) também devera ser destruido, exceto quando houver obrigagéo de
guarda do dado por algum tempo ndo alcancado, de acordo com a lei aplicavel e/ou
obrigatoriedade regulatoria.

Qualquer coleta de Dados Pessoais devera ser fundamentada em uma das hipoteses legais de
tratamento, conforme a legislagéao aplicada. A companhia devera garantir que a indicagao dos
dados pessoais tratados, bem como a base legal e a finalidade do tratamento possa ser
demonstrado a qualquer momento. Todos os contratos ou procedimentos que resultem em
qualquer coleta de Dados Pessoais pela companhia deverao incluir clausula detalhando a
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hipétese de tratamento aplicavel. Qualquer tratamento de dados pessoais sera feito somente
com o objetivo de atingir a finalidade

de tratamento com base na qual o respectivo dado pessoal foi coletado, salvo se de outra forma
permitido pela LGPD.

A companhia ndo coletara quaisquer dados sensiveis, salvo se houver a necessidade,
finalidade e adequacao para cada caso.

O encarregado de dados pessoais e/ou a equipe de privacidade sera responsavel por elaborar
e manter atualizado um relatério descrevendo os dados pessoais armazenados pela companhia
e qualquer tratamento de dados pessoais, incluindo suas finalidades e bases. A atualizagao
deste relatério pode ser feita a qualqguer momento, sob demanda ou na implantacdo de um
sistema que tenha acesso a base com dados pessoais.

b) Contratos com Terceiros Envolvendo Dados Pessoais e Dados Pessoais Sensiveis

A Companhia dara conhecimento desta Norma aos Terceiros Contratados cuja prestagao de
servico envolva Dados Pessoais e Dados Pessoais Sensiveis, devendo o contrato conter
disposigao especifica obrigando o Terceiro Contratado a respeitar todas suas disposigdes.
Nenhum contrato envolvendo Dados Pessoais e Dados Pessoais Sensiveis podera ser
celebrado com Terceiros Contratados que n&do se comprometam a seguir esta Norma ou
oferecam outras garantias contratuais que sejam suficientes para atender a todos os requisitos
legais aplicaveis.

¢) Limitagoes no Tratamento de Dados Pessoais e Dados Pessoais Sensiveis

Os Operadores de Dados Pessoais nunca poderao acessar, visualizar, utilizar, ou de qualquer
maneira realizar qualquer Tratamento de Dados Pessoais e Dados Pessoais Sensiveis que nao
sejam absolutamente necessarios para alguma tarefa ou execugéo de contrato, seguindo os
principios da finalidade, adequacéao e necessidade. Ademais, sempre que o Operador de Dados
Pessoais for um Terceiro Contratado, este devera ter o seu acesso aos dados coletados ou
armazenados pela Companhia reduzido ao minimo necessario para que possa cumprir suas
obrigagdes contratuais com a Companhia.

Os Colaboradores e Terceiros Contratados que nao tiverem como parte de suas funcdes
aquelas conexas com o Tratamento de Dados Pessoais e Dados Pessoais Sensiveis nao
deverdo, sob nenhuma hipoétese, acessar, visualizar, utilizar, ou de qualquer maneira fazer
qualquer Tratamento de Dados Pessoais e Dados Pessoais Sensivel, exceto quando
estritamente necessario devido a alguma tarefa de manutengdo ou monitoramento, casos nos
quais apenas o0 acesso e a visualizacdo a estes dados s&o permitidos.

Seguindo as regras referentes aos Recursos de Computacdo e Comunicacgao, os Operadores
de Dados Pessoais nao_deverdo, sob hipotese alguma, copiar Dados Pessoais e Dados
Pessoais Sensiveis para dispositivos de uso pessoal, nem enviar ou encaminhar estes dados
ou e-mails contendo algum tipo de Dado Pessoal e Dado Pessoal Sensivel para qualquer
pessoa que nao tenha sido prévia e expressamente aprovada pela Companhia para receber
tais dados. Da mesma maneira, os Operadores de Dados Pessoais ndo deverao, sob hipotese
alguma, enviar ou encaminhar Dados Pessoais e Dados Pessoais Sensiveis ou e-mails
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contendo algum tipo de dado para seus e-mails pessoais, ou utilizar e-mails pessoais para
enviar informacgoes desta natureza.

d) Transferéncia e Compartilhamento de Dados Pessoais e Dados Pessoais Sensiveis

A companhia pode, eventualmente, transferir ou compartilhar dados pessoais com terceiros,
conforme permitido pela legislagéo e regulamentagao aplicavel e considerando a hipotese de
tratamento que fundamentou a coleta dos dados, seguindo os principios da legislagéo vigente.
Ademais, pode também transferir ou compartilhar dados pessoais com companhias do mesmo
grupo empresarial da companhia. Em ambas as situacbes, dados pessoais podem ser
transferidos tanto para dentro quanto para fora do Brasil. Toda a coleta de dados pessoais deve
informar aos titulares destas possibilidades.

A LGPD pode se aplicar ao tratamento de dados pessoais mesmo apos os dados pessoais
serem ftransferidos para fora do Brasil. Ao transferir dados pessoais para o exterior, a
companhia se compromete a adotar um dos mecanismos legais para assegurar que a referida
transferéncia cumpra as disposi¢cbes da LGPD (por exemplo, adotar clausulas contratuais
especificas para determinada transferéncia, clausulas padrao contratuais, normas corporativas
globais etc.).

e) Término do Processamento de Dados Pessoais e Dados Pessoais Sensiveis

O término do Processamento de Dados Pessoais e Dados Pessoais Sensiveis ocorrera nas
seguintes hipoteses: (i) verificagdo de que a finalidade foi alcancada ou de que os dados
deixaram de ser necessarios ou pertinentes ao alcance da finalidade especifica almejada; (ii)
fim do periodo de tratamento, ou seja, 05 (cinco) anos apds a cessagao da prestagao de servigo
ao titular; (iii) comunicagao do titular, inclusive no exercicio de seu direito de revogacéo do
consentimento, resguardado o interesse publico; ou (iv) determinagao da autoridade nacional,
quando houver violagado da Lei Geral de Protecao de Dados.

Os Dados Pessoais e Dados Pessoais Sensiveis serdo eliminados apds o término de seu
tratamento, no ambito e nos limites técnicos das atividades, autorizada a conservacao para as
seguintes finalidades: (i) cumprimento de obrigacao legal ou regulatéria pela Companhia; (ii)
transferéncia a terceiro, desde que respeitados os requisitos de tratamento de dados dispostos
acima; ou (iii) uso exclusivo da Companhia, vedado seu acesso por terceiro, e desde que
anonimizados os dados.

6. Procedimento no Caso de Violagao de Dados

Qualquer incidente de dados ou possibilidade de incidente de dados devera ser urgente
e imediatamente informada a Geréncia Seguranga da Informagao e para o encarregado de
dados pessoais para que as providéncias adequadas sejam tomadas.

Os terceiros contratados que eventualmente armazenarem ou tratarem dados pessoais em
nome da companhia deverdo, em caso de incidente de dados ou da possibilidade de incidente
de dados, notificar imediatamente a companhia, identificando os dados pessoais que foram ou
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possam ter sido comprometidos, e seguindo as orientacbes da companhia acerca dos
procedimentos a serem tomados.

No caso de incidente, a companhia, através do encarregado de dados pessoais, devera
comunicar, em prazo estipulado na LGPD, a ANPD, os titulares dos dados pessoais afetados
e as autoridades setoriais competentes sobre a ocorréncia que possa acarretar risco ou dano
relevante aos titulares.

A comunicacdo mencionada acima devera conter, no minimo:

a) descricao da natureza dos dados pessoais afetados;

b) as informagdes sobre os titulares de dados pessoais envolvidos;

c) a indicagdo das medidas técnicas e de seguranga utilizadas para a protegdo dos dados
pessoais, observados os segredos comercial e industrial;

d) os riscos relacionados ao incidente de dados;

e) os motivos da demora, no caso de a comunicagao nao ter sido imediata; e

f) as medidas que foram ou que serao adotadas para reverter ou mitigar os efeitos

do prejuizo.

Sera de responsabilidade do encarregado de dados pessoais e/ou equipe de privacidade
manter registro com informacgdes de quaisquer incidentes de dado pessoal, incluindo os seus
efeitos e as agdes tomadas pela companhia em relagéo a elas. Tal registro devera estar sempre
disponivel para verificagao pela ANPD ou por autoridades setoriais competentes, nos termos
da lei.

7. Disposicoes Gerais e Enforcement

Esta Norma entra em vigor a partir de sua publicacdo, devera ser revisada no minimo a cada 2
(dois) anos, sendo mantido o controle de versbes, e circulada aos colaboradores para
conhecimento e assinatura do Termo de Adesao e Confidencialidade supramencionado sempre
que alterado.

A Companhia mantera registro das operagdes de Tratamento de Dados Pessoais e Dados
Pessoais Sensiveis que realizar, especialmente quando baseado no seu legitimo interesse,
bem como todos os documentos, relatérios e informacgdes relevantes para os procedimentos e
rotinas descritos nesta Norma, sendo arquivados em meio fisico ou eletrobnico na Companhia,
pelo prazo minimo de 5 (cinco) anos.

O presente instrumento prevalece sobre quaisquer entendimentos orais ou escritos anteriores,
obrigando os colaboradores da Companhia aos seus termos e condigdes.

A titulo de enforcement, vale notar que a nao observancia dos dispositivos da presente Norma
resultara em adverténcia, suspensao, demissdo ou exclusdo por justa causa, conforme a
gravidade e a reincidéncia na violagdo, sem prejuizo das penalidades civis e criminais.

Area gestora: Diretoria de Risco e Conformidade Documento Corporativo
Areas corresponsaveis: Diretoria de Gestdo de Recursos Proprios e Publico
Diretoria de Gestdo de Recursos de Terceiros



